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Abstract of the contribution: This paper discusses 1) how and when the IWK-NEF is configured and 2) when the UE moves to 5GC, how the monitoring state gets transferred from the IWK-SCEF to the IWK-NEF.
1	Discussion on IWK-NEF Functionality
The following architectural assumption was agreed in TR 23.724.
-	Notifications and data from NFs in the VPLMN to the NEF can be routed through an IWK-NEF, similar to the IWK-SCEF in EPC.
NOTE 2:	Some solutions documented in this TR may not necessarily show the IWK-NEF. It is however assumed that IWK-NEF support will be added during the normative phase.







Background about the IWK-SCEF:
The IWK-SCEF is a state-full network entity.
Per TS 23.682, Section 5.6.0, the IWK-SCEF is configured with an SCEF-ID that is associated with a monitoring configuration:


SCEF ID indicates the SCEF to which the Monitoring Indication message has to be sent to by the HSS, MME, SGSN, or IWK-SCEF. SCEF ID is stored by the HSS, MME, SGSN, and IWK-SCEF.



Per TS 23.682, Section 5.6.6.1, in the Monitoring Configuration Procedure, we see that the IWK-SCEF is configured with the Maximum Number of Reports and Monitoring Duration for the monitoring event.:
MME/SGSN may send an Inform IWK-SCEF (Monitoring Type, SCEF ID, SCEF Reference ID, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier, Monitoring Event Report) message to the IWK-SCEF.



This is also described in stage-3. Per TS 29.128, Section 5.4.1, in the Monitoring Configuration Procedure, we see that the IWK-SCEF is configured with the Maximum Number of Reports and Monitoring Duration for the monitoring event.:
The MME/SGSN shall send the monitoring event configuration information to the IWK-SCEF in roaming scenarios, when the MME/SGSN receives the monitoring event configuration from the HSS. The monitoring event configuration information shall be locally consumed at the IWK-SCEF and the IWK-SCEF shall not route such requests beyond it.



Per, TS 23.682, Section 5.6.8.1, in the Monitoring Reporting Procedure, we that the IWK-SCEF tracks the number of reports that have been send for the monitoring event configuration:
The IWK-SCEF sends a Monitoring Indication (SCEF Reference ID(s), Monitoring Event Report, User Identity) message to the SCEF. If the IWK-SCEF has a Maximum Number of Reports stored for this monitoring task, the IWK-SCEF shall decrease its value by one. When the maximum number of reports is reached for a Continuous Monitoring Request or in case of a One-time Monitoring Request, the IWK-SCEF ends the reporting on the SCEF Reference ID. So that the SCEF can determine what groups the report pertains to, multiple SCEF Reference IDs can be included if the UE is part of multiple groups that require the same monitoring indication.





It is well-known that the SCEF ID is part of the monitoring event configuration. However, Stage-2 does not explain how the MME knows what IWK-SCEF to configure and to send reports to. This is specified in stage-3. TS 29.128, section 6.1.6.1 explains that the IWK-SCEF ID is preconfigured. 

The MME/SGSN shall use the SCEF-ID and the SCEF realm previously received over S6a/b for a monitoring event configuration as the Destination-Host AVP and the Destination-Realm AVP in the Reporting-Information-Request for the monitoring event reports sent over the T6a/T6b or T6ai/bi interface. 
The MME/SGSN shall use the pre-configured IWK-SCEF identify and the pre-configured IWK-SCEF realm as the Destination-Host AVP and the Destination Realm AVP in the Configuration-Information-Request for the monitoring event configuration sent over the T6ai/bi interface. 
The IWK-SCEF behaves as a Diameter Proxy agent according to IETF RFC 6733 [32] for the Reporting-Information-Request received from the MME/SGSN over the T6ai/bi interface and shall forward these requests to the SCEF over the T7 interface by keeping unchanged the Destination Realm and Destination Host AVPs.







Observation 1:
Based on the study conclusion, it is clear that the IWK-NEF is also state-full.
Problem Statement / Question:
In the study phase, it was not considered how to handle the interworking case where IWK-SCEF functionality is desired when the UE is connected to EPC and IWK-NEF functionality is desired when the UE is connected to 5GC.
This scenario warrants some further discussion. Consider the following example………..The UE is attached to EPC and the monitoring event is configured (per section 5.6.6.1 of TS 23.682).  As part of this procedure, the IWK-SCEF will be configured. How and when is the IWK-NEF configured? When the UE moves to 5GC, how does the monitoring state get transferred from the IWK-SCEF to the IWK-NEF? 
Solution 1:
When the MME configures the IWK-SCEF, it also configures the IWK-NEF. This approach would require that the MME be pre-configured with both an IWK-SCEF and IWK-NEF identity. Furthermore, any state that is stored in the IWK-SCEF would have to be transferred to the IWK-NEF when the UE moves from EPC to 5GC. OF course, we would also need to take a similar approach for the case where the UE moves from 5GC to EPC.
Solution 2:
When interworking is possible, the IWK-SCEF identity should point to a combined node that implements both IWK-SCEF and IWK-NEF functionality. The advantage of this approach is that the EPC specification would not need to change, configuring of the combined node would only need to occur once, and no state information would need to be transferred between nodes when a UE moves from EPC to 5GC (or vice versa).
Of course, the AMFs and MMEs that the UE may connect to would need to all be configured with the same IWK node identity. However, this situation exists in EPC in the sense that all MMEs need to be configured with the same IWK-SCEF node identity.
This approach would also be consistent with the agreed SCEF+NEF approach.
Proposal 1: It is proposed to take the approach that is described in Solution 2.
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